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(57) ABSTRACT 
The present invention provides methods and apparatus, 
including computer program products, implementing tech 
niques for searching and ranking linked information sources. 
The techniques include receiving multiple content items 
from a corpus of content items; receiving digital signatures 
each made by one of multiple agents, each digital signature 
associating one of the agents With one or more of the content 
items; and assigning a score to a ?rst agent of the multiple 
agents, Wherein the score is based upon the content items 
associated With the ?rst agent by the digital signatures. 
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AGENT RANK 

[0001] This invention relates to the searching and ranking 
of linked information sources. 

[0002] Information Retrieval (IR) is concerned With locat 
ing desired elements of information among a large corpus. A 
search engine is a one example of an IR system that enables 
documents (usually but not necessarily limited to text) to be 
retrieved from a large corpus on the basis of their degree of 
relevance With respect to a compact query presented by a 
user. The order in Which documents are retrieved or pre 
sented is the ranking created by the search engine: the 
highest ranked documents, With respect to the query, are 
returned or presented ?rst. Search engine ranking may be 
affected by both query-dependent and query-independent 
criteria. Query-dependent criteria generally attempt to iden 
tify the degree to Which a document is semantically related 
to the query. An example is the correspondence of Word 
frequency distributions. Query-independent criteria often 
seek to identify the degree to Which a document is generally 
“good”, e.g. authoritative, intelligible, not fraudulent or not 
deceptive. An example of a query-independent criterion is 
the score computed by the PageRank algorithm, or similar 
algorithms that examine the link structure of a corpus of 
documents. 

[0003] As mentioned above, query-independent criteria 
can provide a Way of measuring the authoritativeness of a 
speci?c information source. For example, the more infor 
mation sources that point to a speci?c information source, 
the higher the search rating score the information source 
gets, and the more authoritative it is judged to be. In some 
instances, the search rating algorithm is recursive, meaning 
that a information source’s search rating score is based not 
only on the number of information sources that reference the 
original information source, but also on the search rating 
scores of the referencing information sources. In other 
Words, the search rating score of an information source is 
based on both the number and quality of the referencing 
information sources. 

[0004] For some information sources, all of the content is 
under the control of a single agent. In such cases, the 
reputation of the agent can be directly correlated With the 
content of the information source. In other cases, hoWever, 
control may be delegated among several agents, each con 
trolling a partition of the information source. To the extent 
that these partitions can be identi?ed, agent reputation can 
be calculated at the partition level. 

[0005] In general, hoWever, it is dif?cult to correlate 
content on an information source With the agents responsible 
for creating or publishing that content. For example, an 
individual author may contribute content to multiple infor 
mation sources, content Within a single information source 
may originate from multiple agents, or oWnership and con 
trol of information sources may change over time. As 
another example, a single Web page can contain content 
controlled by multiple agents, such as advertisements Which 
appear alongside neWs articles. 

SUMMARY 

[0006] The present invention provides methods and appa 
ratus, including computer program products, implementing 
techniques for searching and ranking linked information 
sources. 
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[0007] In one aspect, the techniques include receiving 
multiple content items from a corpus of content items; 
receiving digital signatures each made by one of multiple 
agents, each digital signature associating one of the agents 
With one or more of the content items; and assigning a score 
to a ?rst agent of the multiple agents, Wherein the score is 
based upon the content items associated With the ?rst agent 
by the digital signatures. 

[0008] Implementations of the invention can include one 
or more of the folloWing features. The techniques may 
further include determining the validity of the digital sig 
natures. If no digital signature associates an agent With a 
speci?c content item, the content item is associated With an 
oWner of a location Where the speci?c content is found and 
a score is assigned to the oWner based on the speci?c content 
item. The content items associated With the ?rst agent 
include a content item that contains a digital signature 
associating the ?rst agent With the content item. The content 
items associated With the ?rst agent include a content item 
that includes a link to a digital signature associating the ?rst 
agent With the content item. The content items associated 
With the ?rst agent include a content item that is a Web site 
or a portion of the Web site. A second agent is associated by 
a second digital signature With a second content item With 
Which the ?rst agent is associated, and the second agent 
makes an assertion about the content item. The ?rst agent 
makes an assertion With a digital signature that the ?rst agent 
is an author of the second content item. The second agent 
makes an assertion With the second digital signature that the 
second agent is a revieWer of the second content item. The 
second agent makes an assertion With the second digital 
signature that the second agent is an editor of the second 
content item. The second agent makes an assertion With the 
second digital signature that the second agent is a publisher 
of the second content item. Assigning a score to the ?rst 
agent can include assigning the score based on unsigned 
content items that the ?rst agent is associated With as an 
oWner of one or more locations Where the unsigned content 
items are found. Assigning a score to the ?rst agent can 
include assigning the score based on one or more assertions 
made by one or more other agents about content items 
associated With the ?rst agent. Assigning a score to the ?rst 
agent can include assigning the score based on one or more 
assertions made by the ?rst agent. The score is used in 
ordering results of a search of the corpus. 

[0009] Particular embodiments of the invention can be 
implemented to realiZe one or more of the folloWing advan 
tages. The identity of individual agents responsible for 
content can be used to in?uence search ratings. The identity 
of agents can be reliably associated With content. The 
granularity of association can be smaller than an entire Web 
page, so that agents can disassociate themselves from infor 
mation appearing in proximity to information for Which the 
agent is responsible. An agent can disclaim association With 
portions of content, such as advertising, that appear on the 
agent’s Web site. The same agent identity can be attached to 
content at multiple locations. Multiple agents can make 
contributions to a single Web page Where each agent is only 
associated to the content that the agent provided. 

[0010] Query-independent rankings of content and authors 
can be calculated. A query-independent ranking can be, but 
need not be, calculated o?line, prior to accepting a user 
query of the content, and then used to calculate a query 
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dependent ranking used for presentation of results. An 
algorithm used for calculating a query-independent ranking 
could also be used Within the context of a speci?c query, 
With minimal modi?cation, to calculate a ranking speci?c to 
that query. For example, the corpus can be limited to the 
query-relevant content. 

[0011] Particular embodiments implement techniques for 
computing agent ranks on the basis of a corpus of content 
signed by those agents, Where the corpus optionally contains 
explicit links among documents and signed content. The 
agent ranks can optionally also be calculated relative to 
search terms or categories of search terms. For example, 
search terms (or structured collections of search terms, i.e., 
queries) can be classi?ed into topics, e.g., sports or medical 
specialties, and an agent can have a different rank With 
respect to each topic. 

[0012] One implementation of the invention provides all 
of the above advantages. 

[0013] The details of one or more embodiments of the 
invention are set forth in the accompanying draWings and 
the description beloW. Other features, aspects, and advan 
tages of the invention Will become apparent from the 
description, the draWings, and the claims. 

BRIEF DESCRIPTION OF THE DRAWINGS 

[0014] FIG. 1 is a schematic representation of a Web page. 

[0015] FIG. 2 is a How chart of a method for generating 
and managing the public and private keys necessary to 
generate signatures. 

[0016] FIG. 3 illustrates a linked database. 

[0017] Like reference numbers and designations in the 
various draWings indicate like elements. 

DETAILED DESCRIPTION 

[0018] FIG. 1 shoWs a mock-up ofa sample Web page 100. 
The Web page 100 can include various content pieces, 
including main body text 105, comments 110, 115, image 
120, and advertising 125. Each of these content pieces can 
be created by a different agent. For example, in one imple 
mentation, the main body text 105 is created by the oWner 
of the Web page 100, the comment 110 is authored by a ?rst 
agent of the Web page 100, and comment 115 is authored by 
a second agent of the Web page 100. An agent is any 
individual or entity that either provides content pieces, edits 
existing content pieces, or revieWs existing content pieces 
on a Web page. An oWner of a Web page is the agent that has 
ultimate control over the Web page, including control over 
all of the content pieces of the Web page, including content 
pieces provided by other agents. Agents that are not oWners 
generally have limited control over content pieces on the 
Web page. For example, in one implementation, a non-oWner 
agent can place a comment on the Web page, but not edit or 
delete the comments of other agents that are included Within 
the Web page. 

[0019] In an alternative implementation, the comment 110 
is authored by the ?rst agent of the Web page 100, and the 
comment 115 is authored by the oWner of the Web page 100. 
The advertising 125 can be provided by a third-party adver 
tising service, and the contents of the advertising may or 
may not be under the control of the oWner of the Web page 
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100. In other Words, even though the Web page 100 may be 
oWned by a single agent, it is possible for content pieces 
Within the Web page 100 to have been created or supplied by 
agents other than the oWner of the Web page 100. 

[0020] Each content piece can be signed With a digital 
signature, either directly by the agent or indirectly on behalf 
of the agent. The digital signature identi?es the agent that 
actually created each content piece on the Web page 100. In 
one implementation, each individual content piece on a Web 
page is signed separately. In an alternative implementation, 
one or more content pieces on a Web page is signed While 
other content pieces on the same Web page remain unsigned. 
In another implementation, a digest or hash of the content 
piece or content pieces can be generated, and the digest or 
hash of the content piece is signed. Any suitable protocol for 
creating and validating digital signatures can be used, e.g., 
XML Digital Signatures. Additional information about XML 
Digital Signatures may be found in the XML-Signature 
Syntax and Processing Recommendation of Feb. 12, 2002, 
available from the World Wide Web Consortium (W3C) at 
http://WWW.W3.org/TR/xmldsig-core/ and incorporated here 
by reference. 

[0021] The agent signing each content piece can claim 
various roles relative to the content, e.g., author, publisher, 
editor, or revieWer. The signature provides evidence that a 
particular agent has asserted its role With respect to the 
signed content piece, as the agent has exclusive access to the 
private key used to sign the content piece. In one imple 
mentation, the digital signature can include Within the scope 
of the content signcd othcr mctadata such as creation date, 
revieW score, or recommended keyWords for search. 

[0022] In one implementation, agents have the ability to 
sign a subset of a Web page, and exclude content for Which 
the agent does not claim any responsibility. For example, an 
agent can sign a document While excluding any ads Which 
are being served alongside the document. Signatures can be 
applied to anything from an individual hyperlink to an entire 
document. Signatures can also be applied to text, images, 
audio, video, or any other digital content. The signature 
alloWs anyone to verify that the content that is signed has not 
been materially altered since the signature Was generated. 

[0023] Signatures can be portable or ?xed to a particular 
Web page or uniform resource locator (URL). For example, 
a syndicated columnist may Wish to sign a column once 
upon creation, and have the signature folloW the document 
Wherever it is published. In other cases, the agent signing the 
content may Wish to prevent their reputation from being 
used to draW traf?c to sites they do not control. In either 
instance, the metadata associated With the digital signature 
can indicate Whether or not the reputation associated With 
the signing agent is portable or not. For example, in one 
implementation, the signature is linked to the URL of the site 
Where the content is located by including the URL as 
metadata Within the signed content. 

[0024] In one implementation, multiple agents can sign 
content on a single Web page. For example, a message board 
or Web log can alloW each post to be signed by its respective 
author. In an alternative implementation, unsigned content 
pieces can be attributed to a synthetic agency identi?ed by 
the host, site, or URL on Which the content piece appears. In 
another implementation, a single agent that controls multiple 
Websites can sign the content on each of the multiple 
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Website, indicating that the single agent is responsible for the 
content on all of the multiple Websites. 

[0025] Each digital signature is tied to the content piece 
that is signed. In one implementation, the digital signature 
can be appended to the content piece, or otherWise located 
in immediate proximity to the content piece. In another 
implementation, the content piece can contain a link to the 
digital signature, e.g., a uniform resource identi?er (URI) 
identifying the digital signature. In yet another implemen 
tation, the digital signature is located in a central ?le or 
directory separate from the content piece, and some portion 
or all of the content piece covered by the digital signature is 
the target of a link from the central ?le or directory. In any 
of these implementations, the digital signature can be used 
to verify that the content piece has not been modi?ed since 
the content piece Was signed by the agent. 

[0026] The digital signatures can be used to in?uence the 
ranking of Web search results by indicating the agent respon 
sible for a particular content piece. In one implementation, 
the reputation for an agent is expressed as a numerical score. 
A high reputational score indicates that the agent has an 
established positive reputation. The reputational scores of 
tWo or more agents can be compared, and the agent having 
the higher reputational score can be considered to be more 
authoritative. In an alternative implementation, multiple 
scores can be computed for different contexts. For example, 
an agent might have a ?rst score for content that the agent 
has Written, and a second score for content that the agent has 
revieWed. In another example, an agent that is responsible 
for an entertainment magaZine could have a high reputation 
score for content related to celebrity neWs, but a loW 
reputation score for content related to professional medical 
advice. 

[0027] Assuming that a given agent has a high reputational 
score, representing an established reputation for authoring 
valuable content, then additional content authored and 
signed by that agent Will be promoted relative to unsigned 
content or content from less reputable agents in search 
results. Similarly, if the signer has a large reputational score 
due to the agent having an established reputation for pro 
viding accurate revieWs, the rank of the referenced content 
can be raised accordingly. 

[0028] A high reputational score need not give an agent 
the ability to manipulate Web search rankings. In one imple 
mentation, reputational scores are relatively dif?cult to 
increase and relatively easy to decrease, creating a disin 
centive for an agent to place its reputation at risk by 
endorsing content inappropriately. Since the signatures of 
reputable agents can be used to promote the ranking of 
signed content in Web search results, agents have a poWerful 
incentive to establish and maintain a good reputational 
score. 

[0029] In one implementation, an agent’s reputation can 
be derived using a relative ranking algorithm, e.g., Google’s 
PageRank as set forth in Us. Pat. No. 6,285,999, based on 
the content bearing the agent’s signature. Using such an 
algorithm, an agent’s reputation can be determined from the 
extrinsic relationships betWeen agents as Well as content. 
Intuitively, an agent should have a higher reputational score, 
regardless of the content signed by the agent, if the content 
signed by the agent is frequently referenced by other agents 
or content. Not all references, hoWever, are necessarily of 
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equal signi?cance. For example, a reference by another 
agent With a high reputational score is of greater signi?cance 
than a reference by another agent With a loW reputational 
score. Thus, the reputation of a particular agent, and there 
fore the reputational score assigned to the particular agent, 
should depend not just on the number of references to the 
content signed by the particular agent, but on the importance 
of the referring documents and other agents. This implies a 
recursive de?nition: the reputation of a particular agent is a 
function of the reputation of the content and agents Which 
refer to it. 

[0030] In this manner, the reputation of a particular agent 
can be calculated by an iterative procedure on a linked 
database. A linked database (i.e. any database of documents 
containing mutual citations, such as the World Wide Web or 
other hypermedia archive, a dictionary or thesaurus, and a 
database of academic articles, patents, or court cases) can be 
represented as a directed graph of N nodes, Where each node 
corresponds to an agent along With all of the content pieces 
associated With that agent, and Where the directed connec 
tions betWeen nodes correspond to links from a content 
piece of one agent to a content piece of another agent. A 
given node has a set of forWard links that connect it to 
children nodes, and a set of backWard links that connect it 
to parent nodes. 

[0031] FIG. 3 illustrates a linked database 300. A ?rst 
agent 310 is associated With content pieces 312, 314, a 
second agent 320 is associated With content pieces 322, 324, 
and a third agent is associated With content piece 332. 
Content piece 312 associated With the ?rst agent 310 is 
linked (350) to content piece 322 associated With the second 
agent 320, and content piece 324 associated With the second 
agent 320 is linked (352) to content piece 332 associated 
With the third agent 330. Content piece 314 associated With 
the ?rst agent 310 is linked (354) to content piece 332 
associated With the third agent 330, in addition to content 
piece 332 being linked (356) back to content piece 314. 

[0032] In this implementation, the rank of a particular 
agent A, r(A), is calculated as folloWs: 

Where Bl, . . . , Bn are the agents that link to A, r(Bl), . . . 

, r(Bn) are their ranks, [B1], . . . , [B1] are the number of 
forWard links in content signed by the agent, 0t is a constant 
in the interval [0,1], and N is the total number of agents in 
the database. The constant 0t is interpreted as the probability 
that a user Will jump randomly to any content piece instead 
of folloWing a forWard link. 

[0033] In an alternative implementation, a seed group of 
trusted agents can be pre-selected, and the agents Within this 
seed group can endorse other content. Agents Whose content 
receives consistently strong endorsements can gain reputa 
tion. In either implementation, the agent’s reputation ulti 
mately depends on the quality of the content Which they 
sign. 

[0034] In another implementation, a set of trusted signing 
authorities can make additional assertions such as establish 
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ing the time When content Was signed. This Would allow 
priority to be determined if tWo agents attempted to sign 
similar content. 

[0035] The use of digital signatures permits the reputation 
system to link reputations With individual agents, and adjust 
the relative rankings based on all of the content each agent 
chooses to associate itself With, no matter the location of the 
content. For example, the content can be located across 
multiple Websites, or mixed With the content of other agents 
on a single Website. In another implementation, the content 
can include any sort of digital content, e.g., e-mail, CD 
ROMs, or DVDs, and the content need not be located on the 
Internet. In addition, although the use of digital signatures 
permits signed content to be associated With a speci?c agent, 
it is not necessary to knoW the actual identity of the agent. 
Although each agent uses a private key unique to the agent 
to create each signature, no personal information about the 
agent is necessary for the signature to be created or for the 
signature to be used by others. In one implementation, the 
agent can revoke or otherWise invalidate the private key if 
the private key is compromised. Once the private key is 
revoked, the signatures created using the revoked private 
key Will not be accepted as valid, and Will not be used to link 
the agent With the content signed With the revoked private 
key. 

[0036] FIG. 2 shoWs the use of a content authoring tool to 
generate and manage the public and private keys necessary 
to generate signatures. The content authoring tool receives 
one or more content pieces from an agent (step 210). The 
content pieces can include text, images, audio, video, or any 
other static digital content. The content pieces can represent 
an entire Web site, an individual Web page, or individual 
components of a Web page. The content authoring tool then 
receives login credentials or other identifying information 
from the agent (step 220). The login credentials or other 
identifying information uniquely identify the agent. In one 
implementation, personal information can be associated 
With the login credentials or other identifying information, 
e.g., billing information. In an alternative implementation, 
no personal information is associated With the login creden 
tials or other identifying information. 

[0037] Next, the content authoring tool determines if the 
agent already has a public/private key pair for generating 
digital signatures (step 230). If the agent does not have a 
public/private key pair, a key pair is generated for use by the 
agent (step 240). In one implementation, the key pair is 
generated by an authentication service upon the request of 
the content authoring tool. In either case, the private key 
associated With the agent is used to create a digital signature 
for each of the content pieces (step 250). In one implemen 
tation, various metadata can be associated With the digital 
signature, such as a timestamp indicating the time and date 
that the digital signature Was created, keyWords relating to 
the content piece, or the URL of the Website Where the 
content piece is located. In one implementation, the meta 
data is appended to the content piece, and the content piece 
containing the metadata is digitally signed. 

[0038] In one implementation, the content authoring tool 
can also be used to determine if the signature associated With 
a content piece is valid, and identify the agent that signed the 
content piece in question. Alternatively, any interested entity 
can use the public key portion of the public/private key pair 
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to determine if the signature associated With a content piece 
is valid, and identify the agent that signed the content piece 
in question. 

[0039] In another implementation, the content authoring 
tool can be used by an agent acting in an editorial or 
revieWing role to digitally sign a content piece as having 
been edited or revieWed. The process is similar to that shoWn 
in FIG. 2 and described above, With the addition that the 
digital signature created for each content piece includes 
metadata indicating that the agent edited or revieWed the 
digitally signed content piece. In one implementation, the 
metadata can also include a listing of edits performed or 
revieW score. 

[0040] Embodiments of the invention and all of the func 
tional operations described in this speci?cation can be 
implemented in digital electronic circuitry, or in computer 
softWare, ?rmware, or hardWare, including the structural 
means disclosed in this speci?cation and structural equiva 
lents thereof, or in combinations of them. Embodiments of 
the invention can be implemented as one or more computer 
program products, i.e., one or more computer programs 
tangibly embodied in an information carrier, e.g., in a 
machine-readable storage device or in a machine-readable 
propagated electromagnetic signal, for execution by, or to 
control the operation of, data processing apparatus, e.g., a 
programmable processor, a computer, or multiple processors 
or computers. A computer program (also knoWn as a pro 
gram, software, softWare application, or code) can be Written 
in any form of programming language, including compiled 
or interpreted languages, and it can be deployed in any form, 
including as a stand alone program or as a module, compo 
nent, subroutine, or other unit suitable for use in a computing 
environment. A computer program does not necessarily 
correspond to a ?le. A program can be stored in a portion of 
a ?le that holds other programs or data, in a single ?le 
dedicated to the program in question, or in multiple coor 
dinated ?les (e.g., ?les that store one or more modules, sub 
programs, or portions of code). A computer program can be 
deployed to be executed on one computer or on multiple 
computers at one site or distributed across multiple sites and 
interconnected by a communication netWork. 

[0041] The processes and logic ?oWs described in this 
speci?cation can be performed by one or more program 
mable processors executing one or more computer programs 
to perform functions by operating on input data and gener 
ating output. The processes and logic ?oWs can also be 
performed by, and apparatus can also be implemented as, 
special purpose logic circuitry, e.g., an FPGA (?eld pro 
grammable gate array) or an ASIC (application speci?c 
integrated circuit). 

[0042] Processors suitable for the execution of a computer 
program include, by Way of example, both general and 
special purpose microprocessors, and any one or more 
processors of any kind of digital computer. Generally, a 
processor Will receive instructions and data from a read only 
memory or a random access memory or both. The essential 

elements of a computer are a processor for executing 
instructions and one or more memory devices for storing 
instructions and data. Generally, a computer Will also 
include, or be operatively coupled to receive data from or 
transfer data to, or both, one or more mass storage devices 
for storing data, e.g., magnetic, magneto optical disks, or 
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optical disks. However, a computer need not have such 
devices. Moreover, a computer can be embedded in another 
device, e.g., a mobile telephone, a personal digital assistant 
(PDA), a mobile audio player, a Global Positioning System 
(GPS) receiver, to name just a feW. Information carriers 
suitable for embodying computer program instructions and 
data include all forms of non volatile memory, including by 
Way of example semiconductor memory devices, e.g., 
EPROM, EEPROM, and ?ash memory devices; magnetic 
disks, e.g., internal hard disks or removable disks; magneto 
optical disks; and CD ROM and DVD-ROM disks. The 
processor and the memory can be supplemented by, or 
incorporated in, special purpose logic circuitry. 

[0043] To provide for interaction With a user, embodi 
ments of the invention can be implemented on a computer 
having a display device, e.g., a CRT (cathode ray tube) or 
LCD (liquid crystal display) monitor, for displaying infor 
mation to the user and a keyboard and a pointing device, 
e.g., a mouse or a trackball, by Which the user can provide 
input to the computer. Other kinds of devices can be used to 
provide for interaction With a user as Well; for example, 
feedback provided to the user can be any form of sensory 
feedback, e.g., visual feedback, auditory feedback, or tactile 
feedback; and input from the user can be received in any 
form, including acoustic, speech, or tactile input. 

[0044] Embodiments of the invention can be implemented 
in a computing system that includes a back end component, 
e.g., as a data server, or that includes a middleWare com 

ponent, e.g., an application server, or that includes a front 
end component, e.g., a client computer having a graphical 
user interface or a Web broWser through Which a user can 

interact With an implementation of the invention, or any 
combination of such back end, middleWare, or front end 
components. The components of the system can be inter 
connected by any form or medium of digital data commu 
nication, e.g., a communication netWork. Examples of com 
munication netWorks include a local area netWork (“LAN”) 
and a Wide area netWork (“WAN”), e.g., the lntemet. 

[0045] The computing system can include clients and 
servers. A client and server are generally remote from each 
other and typically interact through a communication net 
Work. The relationship of client and server arises by virtue 
of computer programs running on the respective computers 
and having a client-server relationship to each other. 

[0046] Particular embodiments of the invention have been 
described. Other embodiments are Within the scope of the 
folloWing claims. For example, actions recited in the method 
claims can be performed in different orders and still achieve 
desirable results. 

What is claimed is: 
1. A method comprising: 

receiving multiple content items from a corpus of content 
items; 

receiving digital signatures each made by one of multiple 
agents, each digital signature associating one of the 
agents With one or more of the content items; 

assigning a score to a ?rst agent of the multiple agents, 
Wherein the score is based upon the content items 
associated With the ?rst agent by the digital signatures. 
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2. The method of claim 1, further comprising: 

determining the validity of the digital signatures. 
3. The method of claim 1, Wherein if no digital signature 

associates an agent With a speci?c content item, the content 
item is associated With an oWner of a location Where the 
speci?c content is found and a score is assigned to the oWner 
based on the speci?c content item. 

4. The method of claim 1, Wherein the content items 
associated With the ?rst agent include a content item that 
contains a digital signature associating the ?rst agent With 
the content item. 

5. The method of claim 1, Wherein the content items 
associated With the ?rst agent include a content item that 
includes a link to a digital signature associating the ?rst 
agent With the content item. 

6. The method of claim 1, Wherein the content items 
associated With the ?rst agent include a content item that is 
a Web site or a portion of the Web site. 

7. The method of claim 1, Wherein a second agent is 
associated by a second digital signature With a second 
content item With Which the ?rst agent is associated, and the 
second agent makes an assertion about the content item. 

8. The method of claim 7, Wherein the ?rst agent makes 
an assertion With a digital signature that the ?rst agent is an 
author of the second content item. 

9. The method of claim 7, Wherein the second agent 
makes an assertion With the second digital signature that the 
second agent is a revieWer, editor, or publisher of the second 
content item. 

10. The method of claim 1, Wherein assigning a score to 
the ?rst agent further comprises assigning the score based on 
unsigned content items that the ?rst agent is associated With 
as an oWner of one or more locations Where the unsigned 
content items are found. 

11. The method of claim 1, Wherein assigning a score to 
the ?rst agent further comprises assigning the score based on 
one or more assertions made by one or more other agents 

about content items associated With the ?rst agent. 
12. The method of claim 1, Wherein assigning a score to 

the ?rst agent further comprises assigning the score based on 
one or more assertions made by the ?rst agent. 

13. The method of claim 1, further comprising: 

using the score in ordering results of a search of the 
corpus. 

14. A computer program product, tangibly embodied in an 
information carrier, consisting of instructions operable to 
cause data processing apparatus to: 

receive multiple content items from a corpus of content 

items; 
receive digital signatures each made by one of multiple 

agents, each digital signature associating one of the 
agents With one or more content items; 

assign a score to a ?rst agent of the multiple agents, 
Wherein the score is based upon the content items 
associated With the ?rst agent by the digital signatures. 

15. The computer program product of claim 14, Wherein 
if no digital signature associates an agent With a speci?c 
content item, the content item is associated With an oWner of 
a location Where the speci?c content is found and a score is 
assigned to the oWner based on the speci?c content item. 

16. The computer program product of claim 14, Wherein 
the content items associated With the ?rst agent include a 



US 2007/0033168 A1 

content item that contains a digital signature associating the 
?rst agent With the content item. 

17. The computer program product of claim 14, Wherein 
the content items associated With the ?rst agent include a 
content item that includes a link to a digital signature 
associating the ?rst agent With the content item. 

18. The computer program product of claim 14, Wherein 
the agent associated With the content item makes an asser 
tion about the content item. 
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19. The computer program product of claim 14, Wherein 
the instructions to assign a score to the ?rst agent further 
comprise instructions to assign the score based on one or 
more assertions made by one or more other agents about 
content items associated With the ?rst agent. 

20. The computer program product of claim 14, further 
comprising instructions to: 

use the score in ordering results of a search of the corpus. 

* * * * * 


